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ABSTRACT
Smartphone adoption is increasing at a very high rate every year. Mobile malware is software designed to gain access to sensitive information stored in a mobile device. Mobile malware can also be used to commit cybercrime from a hijacked device. Smartphones application permissions provide the means for a malware application to get access to the files and capabilities of smartphones. Average smartphone users have difficulty identifying suspect malware. In this work we propose a method to detect mobile malware using decoys. The solution proposed to detect mobile malware also serves as protection against malware for mobile users.

METHODOLOGY
The method proposed to detect mobile malware is based on the use of decoys. A decoy in this context is a file or some other type of data that is passively provided to a potential malware application and contains data that seems worthy of stealing. The framework that we propose serves as a protection layer between the software installed in the smartphone and the access to the sensors of the phone; consists of the following:
1) a server application that controls the access to the sensors
2) a client side access API that must be used in the client applications to access the sensors
3) an user space applications that allows to control what will be returned to the client per application
4) a set of monitoring services that detect when the decoys are accessed.

The user should be able to control whether to return the real sensor information, decoy information, or to block access to the sensors. An example of a simple decoy could be made up but enticing emails in the contact list information. A possible way to determine that some application is indeed malware would be to monitor the decoy email address to check if suspicious activity has occurred.

RESULTS
A client/server API was made that handled the data exchange between devices. The multithreaded server receives request from the client and sends the data from the sensors to the client. Sensor data can be real or decoy. Some of the sensors that we managed to access were the accelerometer, gyroscope, light sensor, and contact list.

FUTURE WORK
For future work we will implement a mechanism that will let the user chose whether to send decoy data or real data. Also we will develop methods to trigger alarms in the cases where the decoy information is accessed and the presence of malware or an intruder can be detected.
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